|  |  |
| --- | --- |
| Fiche descriptive | Cas n°1 |

INFORMATIONS D’ENTETE

|  |  |
| --- | --- |
| Nom | Authentification d’un client |
| Acteur(s) | Visiteur, Membre, Administrateur |
| Description | Authentification sur le site pour pouvoir réaliser diverse actions. |
| Auteur |  |
| Date(s) | 01/04/2019 (première rédaction) |
| Pré-conditions | Aucune. |
| Démarrage |  |

# DESCRIPTION

## Le scénario nominal

1. L’utilisateur clique sur le bouton de connexion.
2. Le système charge la page d’authentification.
3. L’utilisateur renseigne son nom, prénom et mail et créé un pseudo et un mot de passe si il n’est pas déjà enregistré.
4. Le système vérifie qu’aucun compte ne soit déjà créé avec ce pseudo et que le mot de passe suit les règles de sécurité établies.
5. Une pop in apparait et informe l’utilisateur de la réussite de son inscription.
6. Le système redirige l’utilisateur sur le site de l’accueil.

## Les scénarios alternatifs

3.a. L’utilisateur est déjà inscrit, il renseigne son pseudo et son mot de passe.

4.a Le système vérifie la paire pseudo-mot de passe et connecte l’utilisateur si ils sont bien liés et rentrés dans la base de données.

5.a Le système affiche une pop in qui informe l’utilisateur de la réussite de la connexion.

## Scénarios d’exception

3.a. L’utilisateur est déjà présent dans la base de données, le système affiche un message d’erreur et rappel la page de connexion.

3.b La connexion à la base de données ne fonction pas, on affiche donc un message d’erreur.

## Posts conditions

-Scénario nominal : Un nouvel utilisateur est enregistré.

-Scénario alternatif : L’utilisateur est connecté.

-Scénario d’exception : Aucun utilisateur ajouté ou connecté.